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Password Security 

Did you know that “Breach Analysis” found that 23.2 million victim accounts 
worldwide used the password 123456. 

Is that your password? If it is, then you better hurry up and change it before some fraudster does. 

The most secure password is 3 Random words but why change your password?  

Well, let’s take for example lockdown during Covid. How many of you 
sent ID documents attached to an email like copies of passports, 
driver’s licences, utility bills as proof of identification to purchase goods 
and services. Did you delete those sent emails once sent? All of these 
are treasure to a fraudster and hence why they want to hack your email 
account and this is just one example. 

So please make sure that you have a strong password. If you want to 
see if your email has been compromised, then why not check by using 
the website - 

Have I Been Pwned: Check if your email has been compromised in a 
data breach  

It is quick and easy and if your email has been compromised, all you 
need to do is change your password. 

 

 

 

 

 

 

 

 

 

https://haveibeenpwned.com/
https://haveibeenpwned.com/



